**Рекомендации родителям по допуску ребёнка к сети Интернет**

* Используйте технические средства ограничения доступа: родительский контроль, контентная фильтрация, настройки безопасного поиска.
* Расскажите ребенку о негативной информации в сети.

Покажите, как действовать при столкновении с запрещенными сайтами, куда обратиться.

* Следите за активностью ребенка в сети, проверяйте сайты, которые он посещает.
* Поддерживайте доверительные отношения с ребенком. Приучите его рассказывать о том, что происходило за день в интернете, обсуждайте это.
* Беседуйте с детьми об их друзьях в Интернете и о том, чем они занимаются так, как если бы вы говорили о чем-то другом.
* Настаивайте, чтобы дети никогда не соглашались на личные встречи с друзьями по Интернету.
* Позволяйте детям заходить на детские сайты только с хорошей репутацией.
* Научите детей никогда не выдавать личную информацию по электронной почте, в чатах, системах мгновенного обмена сообщениями, регистрационных формах, личных профилях и при регистрации на конкурсы в Интернете.
* Научите детей не загружать программы без вашего разрешения — они могут не нарочно загрузить вирус или шпионскую программу.
* Чтобы ребенок не мог заниматься чем-то посторонним без вашего ведома,  создайте для него учетную запись с ограниченными правами.
* Приучите детей сообщать вам, если что-либо или кто-либо в Сети тревожит их или угрожает. Оставайтесь спокойными и напомните детям, что они в безопасности, если рассказали вам об этом. Похвалите их и побуждайте подойти еще раз, если случай повторится.
* Настаивайте на том, чтобы дети предоставили вам доступ к своей электронной почте, чтобы вы могли убедиться, что они не общаются с незнакомцами.
* Расскажите детям об ответственном поведении в Интернете. Ребята ни в коем случае не должны использовать Сеть для хулиганства, сплетен или угроз другим.